
Content

In this training, you learn how to create sensitive information types, create sensitivity labels, and use
auto-labeling policies based on these labels. You also learn how to set up DLP (Data Loss Prevention)
policies to safeguard your organization's data.

1 Create and manage sensitive information types
Learn how to use sensitive information types to support your information protection strategy.

2 Create and configure sensitivity labels with Microsoft Purview
Microsoft Purview sensitivity labels enable you to classify and protect sensitive data throughout your
organization, including in the cloud and on devices. This module covers how to classify and protect
sensitive information to ensure its security and compliance.

3 Prevent data loss in Microsoft Purview
Learn how to discover, classify, and protect sensitive and business-critical content throughout its
lifecycle across your organization.

4 Implement information protection and data loss prevention with Microsoft Purview
This module guides you through implementing data security with Microsoft Purview to enhance data
protection and comply with data loss prevention standards within your organization.

Key Learnings

Recognizing the difference between built-in and custom sensitivity labels
Configuring sensitive information types with exact data match-based classification
Implementing document fingerprinting and creating custom keyword dictionaries
Understanding the basics of Microsoft Purview sensitivity labels in Microsoft 365
Creating and publishing sensitivity labels to classify and safeguard data
Configuring encryption settings with sensitivity labels for improved data security
Implementing auto-labeling for consistent data classification and protection
Using the Microsoft Purview data classification dashboard to monitor sensitivity label usage
Creating sensitive information types
Implementing sensitivity labels and apply auto-labeling policies
Setting up and enforcing DLP (Data Loss Prevention) policies

Target audience

This course is aimed at auditors.

Additional information

This workshop is integrated into the course SC-400: Administering Information Protection and
Compliance in Microsoft 365.

Implement Information Protection and Data Loss Prevention by
Using Microsoft Purview – Intensive Training («SC5X3»)
Gain the skills to use Microsoft Purview to improve your data security in Microsoft 365.

Duration: 0.5 days
Price: 450.– 
Course documents: Official Microsoft Courseware on Microsoft Learn
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Any questions?

We are happy to advise you on +41 44 447 21 21 or info@digicomp.ch. You can
find detailed information about dates on www.digicomp.ch/courses-
microsoft-technology/microsoft-security-compliance-and-
identity/microsoft-certified-information-protection-administrator-
associate/course-implement-information-protection-and-data-loss-
prevention-by-using-microsoft-purview-intensive-training
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