
Content

Key components of the cybersecurity network architecture
Cybersecurity architecture principles
Risk management processes and practices
Security tools and hardening techniques
Different classes of attacks
Cybersecurity incident categories and processing
Evaluating Cybersecurity Scenarios

Key Learnings

Knowledge of the basic features of a cybersecurity architecture
Understanding of the possible applications of a cybersecurity architecture in the enterprise

Target audience

This course is aimed at IT security specialists, Information Security Officers, IT Manager and all all who
are interested in security solution concepts in the field of cyber security. 

Certification

Cybersecurity Fundamentals Certificate, awarded by ISACA. Exam language is English. The booking of
the exam must be arranged with ISACA by the participant. We show the necessary steps.

Additional information

This course is conducted in collaboration with our partner Glenfis.

Any questions?

We are happy to advise you on +41 44 447 21 21 or info@digicomp.ch. You can
find detailed information about dates on www.digicomp.ch/courses-
security/cyber-security-defense/course-csx-cybersecurity-fundamentals

CSX Cybersecurity Fundamentals («GCSFU»)
Cybersecurity is a topic on all levels in companies today. In this foundation course, you will learn the
basics of a cybersecurity architecture and how to use it for your business.

Duration: 2 days
Price: 2'420.– 
Course documents: Courseware & CSX Cybersecurity Fundamentals Study Guide (English)
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